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Who is spotit?




SPOTIT

Who is spotit?

SECURITY & NETWORKING

>

>

>

© 2014 — privately owned
>

Security and Network

>

SICEC

+120 experts

HQ in Belgium

Quality and honour

>200 customers

IS A COMPANY VISION!

>

>

28 million euros in 2023

Spotit Academy

Your strategic partner

spotit



SPOTIT

NPS INVESTIGATION

NPS SCORE SPOTIT 2024

Lokaal verankerd Degelijke consultancy

—- Betrouwhaar

EX

Dynamisch
Competenties

Betrokkenheid

Meedenkend
Oplossingsgericht

Kwaliteit

Beste resultaat




Big enough to
deliver, small

enough to care.




SPOTIT

OUR PORTFOLIO

STRATEGIC SECURITY SERVICES

Security Governance

SECURITY AND NETWERKING STRATEGY
Accelerate your journey

Security and networking consultancy / assessments CISO / DPO / security awareness

IMPLEMENTATION & OPTIMISATION
Extend, integrate, maintain and optimize

Security and networking solutions (HW, SW, licenses)

MANAGED SERVICES/ NOC / MSOC
Leave it to us

o
) VLIV (V11

24/7 monitoring and assurance
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OUR PARTNERS
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SPOTIT

CISCO CAPABILITIES

Our Specializations

NInir
CISCO
Partner

Gold Provider

Iy
CISCO
Partner

Customer Experience
Specialization

I
CISCO
Partner

Collaboration Saa$
Specialization

afran]
el NIIr
CISCO
Premier artner
Partner Specialization ¢
st uat]s
el A FEYY I
CISCO
Advanced Enterprise P 3 r’tﬂ er

Networks Architecture
Specialization

Cisco Umbrella for
MSSPs Specialization

M
CISCO.

Advanced Security
Architecture
Specialization

vV VY VY VY VY VY VY VY VY VY VY VY v
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certified individuals

CCIE Enterprise Infrastructure

CCIE Routing and Switching Written Exam 400-101
CCNA

CCNA Cyber Ops

CCNP Security Specialized

CCNP DataCenter

CCNP Enterprise

CCS Data Center Core

CCS Data Center Operations

CCS Enterprise Advanced Infrastructure Implementation
CCS Enterprise Core

CCS Enterprise Design

Implementing-Operating Cisco EN Core Tech 350-401 v1
And many more




Shield offering
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SPOTIT OFFERING FOR SHIELD MEMBERS

Cisco Hardware,
Software and Support
Portfolio

Spotit Managed and
Support Services.

Shield
Community

Engagements SHIELD vzw

Spotit Project Services
and Consultancy

Cisco Confidential
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Operational Services

Spotit
ownerships
and added
value

Flexible Service Model

24*7 Full Managed Service, including incident,
MANAGED SERVICE problem, change, release, capacity and service
management.

Spotit Service Desk and optional retainer

ADVANCED SERVICE i )
added to the basic service.

Based on Cisco Solution Support.
BASIC SERVICE

Cisco Confidential



Spotit offer for Shield

Why would you go for this offer?

» Strong Cisco portfolio tailored to the healthcare & education market

* Spotit expertise & innovation combined with a flexible service offering
 Aggressive discounts

* Highest quality services

* Human-to-human approach

* Local service delivery

* Big enough to deliver, small enough to care

* Strong partnership Cisco - spotit
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Cybersecurity

Seminar 2025;

Trends, Insights
and Expert
Perspectives

* 20-03-2025
e Communicatieloft Gent

* Be present to learn more
* about the 2025 threat landscape

 and how to defend your
business

* For IT decision makers where
cybersecurity is a focus or
priority

* Visit spotit website

- Cybersecurity Seminar | Spotit



https://www.spotit.be/evenementen/cybersecurity-seminar/

Together

we Can.




LET’S CONNECT

CONTACT INFORMATION
@ www.spotit.be

DA info@spotit.be

Qe +32(0)9394 44 41

SOCIAL MEDIA
m linkedin.com/company/spotit n @spotitbv

LOCATIONS

SPOTIT HEADQUARTERS | SPOTIT ANTWERPEN | SPOTIT HERK-DE-STAD
Guldensporenpark 30/C Noorderlaan 133/ 38 | Steenweg 3, Blok 402
9820 Merelbeke 2030 Antwerpen 3540 Herk-de-Stad
Belgium Belgium Belgium
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Cisco Security for Healthcare
Zero Trust & Resiliency

Gert Tilburgs — Systems Engineer Security @ Cisco



Zero Trust

>

Never assume trust

- Always verify

>

Enforce least privilege

Resiliency

Healthcare resilience is the
ability to adapt before, during,
or after disruptions to ensure
continuous patient care — no
matter the circumstances



Campus: Establishing Trust

Limiting the network to authorized devices & users

4 )

Internet Applications

Internet

O «—p é.' Private Cloud
Identity Services Engine Backend
Zero Trust Access Control Database
i.e Active Directory /
Certificates

- J \ y
Private Applications
Datacenters
Identity Services Engine Authentication
Policy Server for Network Access Control 802.1x & MAB

Limiting the network to Trusted devices only.



Campus: Establishing Trust

Limiting the network to authorized devices & users

., Manageable?
VUInerabIe’) Internet Applications

Internet

O «—p é.' Private Cloud
Identity Services Engine Backend
Zero Trust Access Control Database
i.e Active Directory /
Certificates

- J \ y
Private Applications
Datacenters
Identity Services Engine Authentication
Policy Server for Network Access Control 802.1x & MAB

Limiting the network to Trusted devices only.



Multi-Factor Classification on ISE

]
CIscO

Feed Service
(Online/Offline)

‘ Shield Device Database
& Risk Scoring!

Manufacturer Device Type Model OS

e - 2" BET™ BT

IP Phone . .
Cisco Arlo IP-Phone Camera 7980 Pro wireless Cam i0S Linux

2 9 2 2 2 2 21 2
alialn _® S B — — —_— —D

ciIsco © 2024 Cisco and/or its affiliates. All rights res<mree

Apple Lenovo Laptop Laptop MacBook Pro  Thinkpad 540 macOS 12.0.Windows Enterprise

Cisco Confidential



Campus: Establishing Trust

Segmentation on the Network
rk |EiC(3 access-1list 102 deny udp 167.160.188.162 0.0.0.255 gt 4230 248.11.187.246 0.255.255.255 eq 2165
p access-1list 102 deny udp 32.124.217.1 255.255.255.255 1t 907 11.38.130.82 0.0.31.255 gt 428

~ ~N access-list 102 permit ip 64.98.77.248 0.0.0.127 eq 639 122.201.132.164 0.0.31.255 gt 1511
access-1list 102 deny tcp 247.54.117.116 0.0.0.127 gt 4437 136.68.158.104 0.0.1.255 gt 1945
access-1list 102 permit icmp 136.196.101.101 0.0.0.255 1t 2361 90.186.112.213 0.0.31.255 eq 116
access-1list 102 deny udp 242.4.189.142 0.0.1.255 eq 1112 19.94.101.166 0.0.0.127 egq 959
access-1list 102 deny tcp 82.1.221.1 255.255.255.255 eq 2587 174.222.14.125 0.0.31.255 1t 4993 . .
access-list 102 deny tcp 103.10.93.140 255.255.255.255 eq 970 71.103.141.91 0.0.0.127 1t 848 Internet Applications
access-1list 102 deny ip 32.15.78.227 0.0.0.127 eq 1493 72.92.200.157 0.0.0.255 gt 4878
access-1list 102 permit icmp 100.211.144.227 0.0.1.255 1t 4962 94.127.214.49 0.255.255.255 eq 1216
access-1list 102 deny icmp 88.91.79.30 0.0.0.255 gt 26 207.4.250.132 0.0.1.255 gt 1111
access-1list 102 deny ip 167.17.174.35 0.0.1.255 eq 3914 140.119.154.142 255.255.255.255 eq 4175 |nterr1et
access-list 102 permit tcp 37.85.170.24 0.0.0.127 1t 3146 77.26.232.98 0.0.0.127 gt 1462
access-list 102 permit tcp 155.237.22.232 0.0.0.127 gt 1843 239.16.35.19 0.0.1.255 1t 4384
access-1list 102 deny udp 167.160.188.162 0.0.0.255 gt 4230 248.11.187.246 0.255.255.255 eq 2165
access-list 102 deny udp 32.124.217.1 255.255.255.255 1t 907 11.38.130.82 0.0.31.255 gt 428

No Microsegmentation Difficult to Manage
A Private Cloud
Identity Services Engine Backend
oo | otiag Zero Trust Access Control Database
ooo i.e Active Directory
N\ J N J
On-Prem Security
Private Applications
Datacenters
Identity Services Engine Authentication
Policy Server for Network Access Control 802.1x & MAB

Limiting the network to Trusted devices only.



Micro-segmentation using Scalable Group
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Cisco DNA Center DESIGN

Group-Based Access Control v

POLIGY PROVISION ASSURANGE PLATFORM
—
IP Based Access Control v Application ~

Policies (7 2091 ) " Enter full screen

Traffic Copy v Virty

Security Policy
[

Virtual Network Users VN loT

VLAN

Data
10.10.10.x/24

mnm

HR Users Building Mgmt
Staff

alal,
cisco

"

IT Contractors

VLAN VLAN

Medical loT
10.10.40.x/24 10.10.50.x/24
o
‘ %‘ ' 21
Medical loT

© 2024 Cisco and/or its affiliates. All rights reserved.

S Filter Deplo: Edit Po Icy
W Permit W Deny
Policy Staws
c
2 Enabled
] e
L
g $ | Contract:
&
Source Change Contract
BYOD Name
Contractars Anti_Matware [/
#  Action
Corporate_Visitor
1 DENY
Developers
2 DENY
Development_S b DENY
4 DENY
Doctors
5 DENY
Employees
6 DENY
Guests
7 DENY
IP_Phanes
8 DENY
NetSves o DENY
Murses
PCI_Servers
Praduction_Serv...

Contractors — Guests [ Custom

Description

Application Protocel Source | Destination
ethios-dgm TCR/UDP

TCPAUDP

netbios=ns TCPAUDP

ICMP

Default Action PERMIT  Logging OFF

Policies Referencing

L]

Set to Default Policy

Port Logging

Gancel “

Can you tell who is allowed to talk to who?

Security Policy based on IDENTITY

Cisco Confidential




Campus / Branch: Enforcing Trust Based Access
Define Who can do What on the Network

4 Block_Quarantine ° Block DYN |Quarantined_Sy...
5 block_Guests ° Block DYN |Guests DYN |Network_Services
ranc
6 Allow-Employees © Allow DYN i Employees DYN |Network_Services

P
% Employee

| Wllagse Private loud
,

Security Group based Policy

o = @- 1 A .3

N I E—

[ . -

. . — . E—

@ Employee Identity Services Engine Cisco Sec_ure Firewall
Zero Trust Access Control Zero Trust Policy Enforcement
' o - N J Private Applications
888.]- Voice _
On-Prem Security
~ g Datacenters

et ©2024 Ci dlor its affiliates. Al right d
C|SCO ISCO and/or Its arriliates. rights reserved.

Inline SGT propagation only supported on Cisco Secure Firewall

Cisco Confidential



Cisco Secure Firewall Hardware Portfolio

10-45 Gbps AVC+IPS 19-53 Gbps AVC+IPS 65-140 Gbps AVC+IPS
5.5 - 39.4 Gbps IPsec VPN 16-node cluster: 45-140 Gbps IPsec VPN 55-68 Gbps AVC+IPS
890 Mbps 2.3-5.3 Gbps AVC+IPS 6-9 Gbps AVC+IPS 8 Node Cluster: Up to 678 Gbps AVC+IPS 16-node cluster: 16-node cluster:
AVC+IPS Up to 288 Gbps AVC+IPS Up to 1.7 Tbps AVC+IPS  Up to 950 Gbps AVC+IPS
9300 Series

SM-40

B / - e SM-48

. @ | e | s | e 1 SM'56

. e e . 3105/10/20/30/40 4112/15/25/45
(o BS3% =.!| (WY, sessslmE 1200

1010 1120/40/50 :

+ + + + R + + +
trrna ::::: ::::: trrna - 1 LI I I B | LI I I | L I I I I |
i il R I R B
JEEEN ol bt iﬂ‘:"q!:':tq == | okl ol oEril,
SMB Branch Office Mid Enterprise Large Enterprise Data Center Service Provider

e
Cisco

SECURE

© 2023 Cisco and/or its affiliates. All rights reserved. Cisco Partner Confidential Information

All appliances can run either ASA or FTD applications, FP9300 can run both on different SMs

33

Cisco Confidential



Firewall Policy Optimizer

) Policy Analysis and Optimization

Anomalies found from the initial scan: Out of 1234 rules, there are 323 duplicate rules found. These
include 153 fully shadowed rules and 170 fully redundant rules.

@ Fully Shadowed Rules (153) Total rules 1234
@ Fully Redundant Rules (170)

We recommend you take one of the following actions on the duplicate rules:

C' Regenerate

e
Cisco

Cisco Confidential



Secure IPS based on SNORT 3

< Policies / Intrusion / | dCloud Intrusion Policy o Ao Aomemtmoie L e T s e s
Policies / | i i ; ; ; .
Base Balanced Security and ( : dCloud Intrusion Policy Used by: 1 Access Control Policy | No Zero Trust Application Policy | 1 Device
. 0 Mode: | Prevention Intrusion / |
Policy: Connectivity {
Description *DO NOT CHANGE* Base Balanced Security and ( . Active Rules 12405 W Alert 52
i . Mode: | Prevention
Policy:  Connectivity L - M Block 11893
Description *DO NOT CHANGE*
Base Policy = Group Overrides — Recomm
Base Policy — Group Overrides — Recommendations — Rule Overrides Summary
Summary @
Rule Distribution Effective Policy @ Back To Top
Alert = 512 51 items "\/iew ‘ i (
e » | Groups | Rule Action v ‘Y Search by CVE, SID, Reference Info, or Rule Message
Block 11893 + \
Disabled VIIITITTIITT I IITTIILTIIIIIT I 37672 . Presets: Alert (512) | Block (11,893) | Disabled (37,672) | Overridden (17,197)
All Rules Advanced Filters
O) GID:SID Rule Details Rule Action @ Set By Assigned Groups
> Rule Categories (9 groups) i} *
> [ ] 1258 [7 (ftp_server) FTP bounce ... | A Alert Rule Override Builtins Bm
Base Configuration |
Base Policy: Balanced Security and Connectivity > [ | 1252 [7 (ftp_server) invalid FTP c... | A Alert Rule Override Builtins Bwm
> [ ] 12511 [0 (ftp_server) TELNET cmd ... ' ! Rule Override Builtins B
o Rule Action
) . 3 . @ Block i -
Recommendations > [ 119:16 [ (http_inspect) chunk leng... Rule Override Builtins B W
Usage: In Use
M 197 i i i i R
Security Level . > [ 119:19 [ (http_inspect) HTTP head... | @ Rewrite Rule Override Builtins g W
Generated on 2022-10-03 10:56:03 UTC ¢ Drop
Rule State 6682 rules recommended for > [ ] 11927 (http_inspect) URI contai... . Rule Override Builtins B W
2 nahwinrkc @ o € Reject
_ . Disable (Default;
> [ 119:1 [ (http_inspect) URI has pe... Q ( ) Rule Override Builtins Bw
-Ill-lll- +> Revert to default
casco SECURE  ©2023 cisco andror its aff > [ 11967 (http_inspect) URI has tw... | A Alert v Rule Override Builtins B w 37

Cisco Confidential



Encrypted Visibility without Decryption

TLS Client Hello

v Cipher Suites (18 suites)

Cipher ¢
Cipher

- TLS_AES_256_GCM_SHA384 (8x1302)
TLS_ECDHE_ECDSA_WTTH_AES_128_GCM_SHA256 (Bxc@2b)

: TLS_ECDHE_RSA_WTTH_AES_
TLS_ECDHE_ECDSA_WITH_CHACHA20_POLY:

TLS_ECDHE_RSA_WITH_CHACHA2@_POLY: HA256 (@xcca8)

HA256 (@xccad)

Confidence: 99.94%
Process: firefox.exe

Version: 76.0.1

Category: browser

OS: Windows 10 19041.329
Destination FQDN: cisco.com

TCP/TLS 192.168.2.110/34624->172.16.45.200/443

TCP/TLS 192.168.2.110/21013->203.0.113.154/443
—————EEEEEEEEEER

i
TLS Client Hello

v (Cipher Suites (19 suites)
TLS_ECDHE_ECDSA_WITH_AES_256_GCl
e: TLS_ECDHE_ECDSA_WITH_AE

Tor

SHA384 (8xcO2c)

HA256 (@xc@2f)
SHA384 (e

HA256 (Bxc027)
_ 3  WITH_, 56_CBC_SHA (@xc00a)
e: TLS_ECDHE_ECDSA_WITH_AES_128_CBC_SHA (@xc@eo)
s _RSA_WITH_, _CBC_SHA (@xc014)
ECDHE_RSA_WITH_AES_128_CBC

I0C Triggered X X Select...

Encrypted Visibility Encrypted Visibility Encrypted Visibility Threat

Process Confidence Score Process Name Confidence

Encrypted Vis
Confidence Score

Encrypted Visibility Engine (EVE): Generates
unique fingerprints for client applications
based on outer packet fields, and use for
policy matching and context enrichment

T

Confidence: 100%
Process: tor.exe
Version: 9.0.2

Category: anonymizer
OS: Windows 10 19041.329
Destination FQDN: nsksdlkou

oo oo o oo

X

=07-21 10:59:07 EDT — 2022-07-21 11:59:07 EDT 1h Go Lin

lity Threat Source Port |

ICMP Type

Destination Port /
ICMP Code

Web Application



Hybrid Work: Extending Trust based Enforcement

Unify policies for Secure Internet and Private Access

=5

Remote workers

Branch Internet
' N\
% Employee

(. J
( N 4 N\

J

Camera A ‘
9 ™ S0
. -
. E—
@ Emp|oyee- Identity Services Engine Cisco Secure Firewall

Datacenters

[—
ooo :
238 ). Voice

e Zero Trust Access Control Zero Trust Policy Enforcement
J

(N J
On-Prem Security

© 2024 Cisco and/or its affiliates. All rights reserved.
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Hybrid Work: Extending Trust based Enforcement

Unify policies for Secure Internet and Private Access

Branch
[ paen | 8

Remote workers

vy

Cisco Secure Access
Security Services Edge

Internet Applications

»
»

(.

Voice

On-Prem Security

D ’
@ Cloud Security
Employee
( N 4 N\
@ Camera ™ © -Q‘
@ . ) . E—
~ Employee Identity Services Engine Cisco Secure Firewall
e Zero Trust Access Control Zero Trust Policy Enforcement
J

alal,
cisco

© 2024 Cisco and/or its affiliates. All rights reserved.

Private Applications

v

Internet

Private Cloud

Datacenters



Resiliency

Am | capable of detecting, reporting and recovering from a

breach?
NIS2 & Compliancy

1
.CISlCO. © 2024 Cisco and/or its affiliates. All rights reserved



NDR using Cisco Secure Network Analytics

Network Detection & Response

Global threat intelligence
(powered by Talos)

Intelligence of global threat campaigns
inapped 1o iocai aiaiins foi fasiei mitigation

Security Event Detection

Initial check for the real threats like Ddos, Packet floods etc.

( 1011 1101 1110\
Olll 1011 Oll1l
1011 1101 1110
Olll 1011 O1l1l

Behavioral modeling

Behavioral analysis of every activity within
the network to pinpoint anomalies i

3 HOH

Encrypted Traffic Analytics

Malware detection without any decryption using
enhanced telemetry from the new Cisco devices

© 2024 Cisco and/or its affiliates. All rights reserved.
cisco 9

Q[

Data collection

Rich telemetry from the existing
network or Cloud infrastructure

Netflow
SPAN
VPC logs
GCP logs
NSG logs
ISE
Firewalls
Proxies
DHCP
Active Directory
ETA



NDR using Secure Network Analytics

Network Detection & Response

Global threat intelligence
(powered by Talos)

Intelligence of global threat campaigns
inapped 1o iocai aiaiins oi fasier mitigation @;

Behavior Analytics: Dynamic baselines = relevant anomalies Anomaly detected in

host behavior

Threshold

Firewalls
A O) Q Proxies
DHCP
Encrypted Traffic Analytics Active Directory
Malware detection without any decryption using ETA

enhanced telemetry from the new Cisco devices

© 2024 Cisco and/or its affiliates. All rights reserved.
cisco 9



Ransomware campaigns are multi-vector

A well-tailored and Which goes to a Which leads to a strange That process will connect
personalized email qguestionable website... process being created locally to another machine or
causes a user to click... on the user’s device... directly to their data
R 010110
Email DNS User device Machine 6181%18
Vendor C Ve B
Mdor p Cisco Secure
Analytics

o
.Cllslclol © 2024 Cisco and/or its affiliates. All rights reserved. Cisco Confidential



Siloed Detection & Response

afra]n
cisco

Without XDR: xx minutes

IOCl/alert

2. Investigate incidents in multiple consoles

Product Product Product
dashboard 1 dashboard 2 dashboard 3

©E Re B

Remediate by coordinating multiple teams

Product Product Product
dashboard 1 dashboard 2 dashboard 3
e H By BY
NS

© 2024 Cisco and/or its affiliates. All rights reserved. Cisco Confidential

Product
dashboard 4

<S>

Product
dashboard 4

N

Cisco Security | 47



Simplify with Cisco XDR

\ 3 Caeo iR = + S
~—{ Cisco & 31 party ) = 2o T—
%5 Contren Conter Secursndpoimt  ETD € Firew [ = customize [N IO
b B | ==
Do - sy - :'E'.« yeem—
Network Endpoint Email = @ _ ©)
St ] B Ciean
"—T :: ;m:m B Thieat (35)
r‘ O Wz, - ot ey e - 1 ey - 1 [ e ”
- 15 inbound (30.215] B Inbound Encrypted (43 146] Ll o
el N i Tt - .
S = . e 1B Canflicting instance key (31
Cloud Applications Identity il s e =0 - 909 o Qa !
> : B s 2 B l.-_l.il.iy._inl_l ||I l“'!l,_ Ly — R
 frivaereignen e | - e s :
E ‘l_!['!!l!I!,I!l!l!lrill!l:‘ _apas  2sg70 aT8 s A
E 8 camiz) :"":
: Built on the Cisco security platform
: Open and Clear Automation and Streamlined
extensible prioritization response guidance investigations )

Incident

responder

(—C Your Infrastructure %
&)

©

3'd party tools Intelligence
010110 2
110010 !]
oo1o11 O

Others SIEM/SOAR

J




< Incidents

@ Incident Reported v Attack Chain: "Mult... @ [ View Investigation ]

Reported by Cisco Secure Cloud Analytics (cisco-explorcorp-earth) on 2023-05-10T18:07:19.009Z - 5 BG RG

C lat Ith
Linked Incidents
] ]
attac k C I l al I l I I I g Persistence and Command and Control events have been identified by Cisco XDR Analytics for atl-t... View Long Description

Overview Detection Response Worklog

¥ dH o+ = .” Full screen

Alerts from XDR and integrated products @
are correlated prior to becoming XDR o[
incidents. .

Alerts with common indicators are g"
combined into attack chains.

New alerts are also appended to .
incidents as they occur over time. 6

Analysts can also link incidents together
for manual correlation.

8 Assets View all 144 observables Viewall 21 Indicators View all

TOP ACTIVE TOP ACTIVE TOP ACTIVE

E i-06¢189F... @ 361 events ® 611771... @ 47,406 events Cisco Secure Network A... B —
Port Scan

E ip-10-90-... @ 106 events ®7] 611771... @ 12,992 events

Cisco Secure Cloud Analy... 5 ;
. events
Confirmed Threat Ind...

] .
= 106 events e AT LN Vs 6,568 events
Cisco S E C U R E © 2023 Cisco and/or its affiliates. All rights reserved. Cisco Confidential E' i-075b9fe @ "] 6117717 @
Cisco Secure Cloud Analy...

(] ati-tme-c.. () 102events ©7 198.5110.. ) 409 events Confirmed Threat Wa... - "




X D R R es p onse p I ayb 0]0) kS Identify Affected Hosts Add Note

Add note with summary of findings on the investigations of hosts found with _..

Bring the ability to take immediate Contain Incident: Overview Add Note
response actions into the incident Overview of how to contain Indicators of Compromise to stop the spread of ...

Mmanager.
Contain Incident: Assets

Powered by out of the box XDR Use asset-based containment to stop the spread of malicious activity.
Automation workflows.

Broken down into four stages:

Identify Contain Incident: IPs
@ Contain

4} Eradicate Contain domain indicators of compromise to stop the spread of malicious act...

@ Recover

Contain IP indicators of compromise to stop the spread of malicious activity

Contain Incident: Domains

cuting the workflow.

il Back Go to Eradication =
CISCO S E C U R E © 2023 Cisco and/or its affiliates. All rights reserved. Cisco Confidential
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